**Program studiów podyplomowych w zakresie prawa ochrony danych osobowych**

|  |
| --- |
| **Ogólna charakterystyka studiów podyplomowych** |
| Wydział prowadzący studia podyplomowe: | Wydział Prawa i Administracji |
| Nazwa studiów podyplomowych: | **Studia podyplomowe w zakresie prawa ochrony danych osobowych** |
| Nazwa studiów podyplomowych w j. angielskim: | Postgraduate Studies in Personal Data Protection Law |
| Poziom Polskiej Ramy Kwalifikacji | Poziom 7 |
| Liczba semestrów: | Dwa semestry |
| Łączna liczba godzin zajęć dydaktycznych: | 150 |
| Łączna liczba punktów ECTS: | 30 |
| Forma zaliczenia studiów podyplomowych – warunki uzyskania świadectwa ukończenia studiów podyplomowych\* | Złożenie egzaminów i uzyskanie zaliczeń, egzamin końcowy |
| Cel studiów podyplomowych: | Działania lub zadania, które potrafi wykonywać osoba posiadająca kwalifikację *(należy określić, do czego przygotowują uczestników studia podyplomowe).* | Studia przygotowują uczestników przede wszystkim do pracy w charakterze inspektora ochrony danych osobowych, ale także na pozostałych stanowiskach wymagających znajomości przepisów o ochronie danych osobowych, w sektorze publicznym i prywatnym. Ponadto stanowią możliwość profesjonalnego doszkolenia dla m.in. dla prawników, pracowników oświaty, służby zdrowia, samorządu terytorialnego itp. |
| Uprawnienia związane z posiadaniem kwalifikacji (*należy opisać uzyskiwane przez uczestników nowe uprawnienia i kwalifikacje zawodowe niezbędne na rynku pracy).* | Zakres wiedzy i umiejętności zdobywanych przez uczestników w trakcie kursu obejmuje: 1) podstawy prawne ochrony danych osobowych i podstawowe zagadnienia ochrony danych osobowych; 2) szeroki zakres wiedzy z zakresu gromadzenia i przetwarzania danych, niezbędny do pracy na stanowisku związanym z przetwarzaniem danych osobowych; 3) drobiazgowe i pełne omówienie problematyki wykonywania funkcji inspektora ochrony danych osobowych); 4) szczegółowa analiza zagadnień bezpieczeństwa systemów informatycznych w kontekście zabezpieczania danych osobowych; 5) kompleksowe omówienie zagadnień z zakresu konsekwencji prawnych związanych z naruszeniem ochrony danych osobowych. |
| Zapotrzebowanie na kwalifikację, przedstawione w kontekście trendów na rynku pracy, rozwoju nowych technologii, potrzeb społecznych, strategii rozwoju kraju lub regionu *(należy również uwzględnić opinie interesariuszy zewnętrznych i wewnętrznych).* | Zapotrzebowanie na opisane powyżej kwalifikacje, ze względu na powszechność przetwarzania danych osobowych, jest stałe i bieżące. Stąd uczestnikami mogą być absolwenci wszystkich kierunków wszystkich uczelni, w tym absolwenci studiów pierwszego stopnia. Uczestnikami będą przede wszystkim administratorzy bezpieczeństwa informacji, pracownicy instytucji państwowych, samorządu terytorialnego, oświaty, służby zdrowia, przedsiębiorcy, a także pracownicy/właściciele kancelarii prawnych czy inne osoby zainteresowane pozyskaniem profesjonalnej wiedzy z zakresu ochrony danych osobowych. |
| Możliwości wykorzystania kwalifikacji. | W jednostkach samorządu terytorialnego, oświacie, w działalności gospodarczej, branży odszkodowawczej, administracji państwowej, w profesjonalnej pomocy prawnej, w sądownictwie, w służbie zdrowia. |
| Odniesienie do kwalifikacji o zbliżonym charakterze. | Kwalifikacje o zbliżonym charakterze wykazują m.in. osoby wykonujące funkcje administratora bezpieczeństwa informacji, pracownicy biura Generalnego Inspektora Ochrony Danych Osobowych.Kwalifikacje na poziomie 7 Polskiej Ramy Kwalifikacji. |
| **Efekty uczenia się dla studiów podyplomowych w zakresie prawa ochrony danych osobowych**  |
| **Symbol** | **Po ukończeniu studiów podyplomowych absolwent osiąga następujące uczenia się:** |
| **wiedza** |
| **EUS\_W01** | Posiada aktualną i poszerzoną wiedzę na temat systemu prawa ochrony danych osobowych, podmiotów obowiązanych do ochrony danych osobowych oraz roli i kompetencji organu nadzorczego. |
| **EUS\_W02** | Zna polskie i unijne przepisy dotyczące danych osobowych. |
| **EUS\_W03** | Zna zasady i przesłanki przetwarzania danych osobowych. |
| **EUS\_W04** | Posiada aktualną wiedzę na temat wybranych zagadnień z zabezpieczania danych osobowych. |
| **EUS\_W05** | Posiada aktualną i poszerzoną wiedzę dotyczącą sankcji za naruszenia ochrony danych osobowych. |
| **EUS\_W06** | Posiada aktualną i poszerzoną wiedzę na temat węzłowych problemów dot. danych osobowych w relacji do tajemnic (służbowych, zawodowych, bankowych itp.) i informacji publicznej. |
| **EUS\_W07** | Posiada wiedzę na temat ochrony danych osobowych w wybranych sektorach, tj. samorząd terytorialny, służba zdrowia, oświata, w instytucjach państwowych i w działalności gospodarczej. |
| **EUS\_W08** | Posiada aktualną i poszerzoną wiedzę na temat roli i kompetencji organu nadzorczego |
| **EUS­­­\_W09** | Zna zagadnienia prawnokarnej ochrony informacji. |
| **EUS\_W10** | Potrafi zrekonstruować model ochrony informacji niejawnych. |
| **umiejętności** |
| **EUS\_U01** | Potrafi prawidłowo interpretować zdarzenia oraz zjawiska prawne występujące w systemie ochrony danych osobowych. |
| **EUS\_U02** | Prawidłowo wyszukuje, identyfikuje oraz stosuje polskie i unijne przepisy prawne w celu rozstrzygnięcia konkretnych problemów i/lub wyjaśnienia zagadnień pojawiających się w systemie ochrony danych osobowych. |
| **EUS\_U03** | Prawidłowo wyszukuje, identyfikuje oraz stosuje polskie i unijne regulacje dotyczące naruszenia przepisów o ochronie danych osobowych. |
| **EUS\_U04** | Potrafi wykorzystać zdobytą wiedzę w procesie praktycznego stosowania przepisów o ochronie danych osobowych. |
| **EUS\_U05** | Potrafi przygotować formularze zgody i klauzule informacyjne zgodne z nowymi przepisami o ochronie danych osobowych. |
| **EUS\_U06** | Potrafi wskazać działania naruszające zasady ochrony danych osobowych. |
| **EUS\_U07** | Potrafi identyfikować, opracowywać i przygotowywać podstawowe procedury ochrony danych osobowych w organizacjach. |
| **EUS\_U08** | Potrafi zweryfikować prawidłowość stosowania przepisów z zakresu ochrony danych osobowych. |
| **EUS\_U09** | Potrafi prawidłowo ocenić poziom oraz zakres posiadanej wiedzy oraz kompetencji i umiejętności a ponadto podejmować działania mające na celu ich rozwój, uzupełnienie lub podwyższenie. |
| **kompetencje społeczne** |
| **EUS\_K01** | Potrafi indywidualnie oraz w grupie przygotować rozwiązania konkretnych problemów i/lub wyjaśnienia zagadnień pojawiających się w prawie ochrony danych osobowych. |
| **EUS\_K02** | Potrafi pełnić funkcje w realizacji projektów związanych z funkcjonowaniem przepisów ochrony danych osobowych w organizacji. |
| **EUS\_K03** | Rozumie i docenia znaczenie prawidłowo funkcjonującego systemu ochrony danych osobowych. |
| **EUS\_K04** | Ma świadomość zagrożeń jakie niesie ze sobą naruszenie zasad i procedur związanych z ochroną danych osobowych. |
| **Moduły kształcenia wraz z zakładanymi efektami uczenia się** |
| Moduły kształcenia | Przedmioty | Charakter zajęć (teoretyczne/praktyczne)T/P | Liczba godzin | Liczba punktów ECTS | Zakładane efekty uczenia się | Sposób weryfikacji zakładanych efektów uczenia się osiąganych przez uczestnika |
| ***Moduł I Prawn*y** | Gromadzenie i przetwarzanie danych osobowych | T | 36 | 5 | ***W zakresie wiedzy:***-Zna polskie i unijne przepisy dotyczące danych osobowych;- Posiada aktualną i poszerzoną wiedzę na temat systemu prawa ochrony danych osobowych, podmiotów obowiązanych do ochrony danych osobowych oraz roli i kompetencji organu nadzorczego. - Zna sektorowe zagadnienia ochrony danych osobowych (samorząd terytorialny, służba zdrowia, oświata, instytucjach państwowych i w działalności gospodarczej);- Zna zasady i przesłanki przetwarzania danych osobowych;- Ma szeroką wiedzę na temat danych osobowych w relacji do tajemnic (służbowych, zawodowych, bankowych itp.) i informacji publicznej;- Ma aktualną wiedze w zakresie sankcji za naruszenia ochrony danych osobowych.***W zakresie umiejętności:***- Potrafi prawidłowo interpretować zdarzenia oraz zjawiska prawne występujące w systemie ochrony danych osobowych, potrafi zweryfikować prawidłowość stosowania przepisów z zakresu ochrony danych osobowych.- Potrafi wykorzystać zdobytą wiedzę w procesie praktycznego stosowania przepisów o ochronie danych osobowych;- Prawidłowo wyszukuje, identyfikuje oraz stosuje polskie i unijne przepisy prawne w celu rozstrzygnięcia konkretnych problemów i/lub wyjaśnienia zagadnień pojawiających się w systemie ochrony danych osobowych;- Potrafi przygotować formularze zgody i klauzule informacyjne zgodne z nowymi przepisami o ochronie danych osobowych;***W zakresie kompetencji społecznych:***- Potrafi pełnić funkcje w realizacji projektów związanych z funkcjonowaniem przepisów ochrony danych osobowych w organizacji. | Aktywny udział w zajęciach. |
| Konsekwencje prawne związane z naruszeniem ochrony danych osobowych | T | 12 | 2 |
| Niezależne organy nadzorcze | T | 9 | 2 |
| Ochrona danych osobowych a ochrona tajemnic i informacji niejawnych | T | 21 | 4 |
| Podstawowe zagadnienia prawa ochrony danych osobowych | T | 15 | 3 |
| Wykonywanie funkcji Inspektora Ochrony Danych (IOD) | T | 12 | 2 |
| Zagadnienia sektorowe ochrony danych osobowych | T | 30 | 5 |
| ***Moduł II Informatyczno-prawny*** | Bezpieczeństwo systemów informacyjnych | T | 15 | 3 | ***W zakresie wiedzy:***- Zna polskie i unijne przepisy dotyczące danych osobowych;- Posiada aktualną wiedzę na temat zagadnień bezpieczeństwa systemów informatycznych w kontekście zabezpieczania danych osobowych***W zakresie umiejętności:***- Potrafi zweryfikować prawidłowość stosowania przepisów z zakresu ochrony danych osobowych;- Potrafi prawidłowo interpretować zdarzenia oraz zjawiska prawne występujące w systemie ochrony danych osobowych***W zakresie kompetencji społecznych:***- Potrafi indywidualnie oraz w grupie przygotować rozwiązania konkretnych problemów i/lub wyjaśnienia zagadnień pojawiających się w prawie ochrony danych osobowych- Rozumie i docenia znaczenie prawidłowo funkcjonującego systemu ochrony danych osobowych | Aktywny udział w zajęciach. |
| ***Moduł III Egzamin*** | Egzamin końcowy | T | --- | 4 | ***W zakresie wiedzy:***- Zna w pogłębionym stopniu system prawa ochrony danych osobowych, zna zasady i przesłanki przetwarzania danych osobowych, a także sektorowe zagadnienia ochrony danych osobowych. Ma aktualną i poszerzoną wiedzę na temat danych osobowych w relacji do tajemnic. Zna zagadnienia zabezpieczania danych osobowych oraz rozróżnia i charakteryzuje sankcje za naruszenia ochrony danych osobowych.***W zakresie umiejętności:***- Potrafi prawidłowo interpretować zdarzenia oraz zjawiska prawne występujące w systemie ochrony danych osobowych, potrafi zweryfikować prawidłowość stosowania przepisów z zakresu ochrony danych osobowych.- Prawidłowo wyszukuje, identyfikuje oraz stosuje polskie i unijne przepisy prawne w celu rozstrzygnięcia konkretnych problemów i/lub wyjaśnienia zagadnień pojawiających się w systemie ochrony danych osobowych;***W zakresie kompetencji społecznych:***- Potrafi indywidualnie oraz w grupie przygotować rozwiązania konkretnych problemów i/lub wyjaśnienia zagadnień pojawiających się w prawie ochrony danych osobowych | Egzamin końcowy obejmujący wszystkie moduły kształcenia realizowane w czasie studiów podyplomowych.Egzamin ma formę ustną polegającą na udzieleniu odpowiedzi na 2 zadane pytania. |
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